October is Cybersecuri

Cyber Incidents:
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All 50 states

have enacted laws requiring businesses
to notify victims of a data breach’
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Human error is the
cause of data breach®
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AmericanAg™ is a global provider of diversified reinsurance
services for the Farm Bureau® insurance companies and the
broader US and international broker marketplace. Since 1948,
we have delivered solutions that promote the financial strength
and success of our clients, along with a broad range of tools
and resources to help them understand emerging trends and
navigate the ever-changing reinsurance landscape.
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Reinsuring your world

ty Awareness Month — a joint effort of the Cybersecurity and Infrastructure

Security Agency (CISA) and the National Cybersecurity Alliance (NCA) — and a great opportunity for

themselves about both the prevalence and the implications of cyber incidents.

_ 4 3 O of cyber attacks target small businesses'
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small and medium-sized businesses
reported that they have fallen victim

to a ransomware attack?

3¢

It's predicted that a business falls
victim to a cybersecurity attack every

seconds?

Online scams known as

‘Zj phishing _ A\ vishing smishing
(email) (phone) (text message)

have more victims than any other type of cybercrime?
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